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SUBPART A—GENERAL PROVISIONS

SECTION 261a.1—Authority, Purpose,
and Scope

(a) Authority. This part is issued by the Board
of Governors of the Federal Reserve System
(the Board) pursuant to the Privacy Act of
1974 (5 U.S.C. 552a).

(b) Purpose and scope. This part implements
the provisions of the Privacy Act of 1974 with
regard to the maintenance, protection, disclo-
sure, and amendment of records contained
within systems of records maintained by the
Board. It sets forth the procedures for requests
for access to, or amendment of, records con-

cerning individuals that are contained in sys-
tems of records maintained by the Board.
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SECTION 261a.2—Definitions

For purposes of this part, the following defini-
tions apply:

(a) Business day means any day except Satur-
day, Sunday or a legal federal holiday.

(b) Guardian means the parent of a minor, or
the legal guardian of any individual who has
been declared to be incompetent due to physi-
cal or mental incapacity or age by a court of
competent jurisdiction.

(c) Individual means a natural person who is
either a citizen of the United States or an
alien lawfully admitted for permanent resi-
dence.
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(d) Maintain includes maintain, collect, use,
or disseminate.

(e) Record means any item, collection, or
grouping of information about an individual
maintained by the Board that contains the in-
dividual’s name or the identifying number,
symbol, or other identifying particular as-
signed to the individual, such as a fingerprint,
voice print, or photograph.

(f) Routine use means, with respect to disclo-
sure of a record, the use of such record for a
purpose that is compatible with the purpose
for which it was collected or created.

(g) System of records means a group of any
records under the control of the Board from
which information is retrieved by the name of
the individual or by some identifying number,
symbol, or other identifying particular as-
signed to the individual.

(h) You means an individual making a request
under the Privacy Act.

(i) We means the Board.
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SECTION 261a.3—Custodian of
Records; Delegations of Authority

(a) Custodian of records. The Secretary of the
Board is the official custodian of all Board
records.

(b) Delegated authority of the Secretary. The
Secretary of the Board is authorized to-

(1) Respond to requests for access to, ac-
counting of, or amendment of records con-
tained in a system of records, except for
requests regarding systems of records main-
tained by the Board’s Office of Inspector
General (OIG);
(2) Approve the publication of new systems
of records and amend existing systems of
records, except those systems of records ex-
empted pursuant to section 261a.12(b), (c)
and (d); and
(3) File any necessary reports related to the
Privacy Act.

(c) Delegated authority of designee. Any ac-
tion or determination required or permitted by
this part to be done by the Secretary of the
Board may be done by a Deputy or Associate
Secretary or other responsible employee of the
Board who has been duly designated for this
purpose by the Secretary.

(d) Delegated authority of Inspector General.
The Inspector General is authorized to re-
spond to requests for access to, accounting of,
or amendment of records contained in a sys-
tem of records maintained by the OIG.
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SECTION 261a.4—Fees

(a) Copies of records. We will provide you
with copies of the records you request under
section 261a.5 of this part at the same cost we
charge for duplication of records and/or pro-
duction of computer output under the Board’s
Rules Regarding Availability of Information,
12 CFR part 261.

(b) No fee. We will not charge you a fee if:
(1) Your total charges are less than $5, or
(2) You are a Board employee or former
employee, or an applicant for employment

with the Board, and you request records
pertaining to you.
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SUBPART B—PROCEDURES FOR
REQUESTS BY INDIVIDUALS TO
WHOM RECORD PERTAINS

SECTION 261a.5—Request for Access
to Records

(a) Procedures for making request.
(1) Except as provided in paragraph (a)(2)
or (f) of this section, if you (or your guard-
ian) want to learn of the existence of, or to
gain access to, your record in a system of
records, you may submit a request in writ-
ing to the Secretary of the Board, Board of
Governors of the Federal Reserve System,
20th Street and Constitution Avenue, N.W.,
Washington, D.C. 20551.
(2) If you request information contained in
a system of records maintained by the
Board’s OIG, you may submit the request
in writing to the Inspector General, Board
of Governors of the Federal Reserve Sys-
tem, 20th Street and Constitution Avenue,
N.W., Washington, D.C. 20551.

(b) Contents of request. Except for requests
made under paragraph (f) of this section, your
written request must include—

(1) A statement that the request is made
pursuant to the Privacy Act of 1974;
(2) The name of the system of records you
believe contains the record you request, or
a concise description of that system of re-
cords;
(3) Information necessary to verify your
identity pursuant to paragraph (c) of this
section; and
(4) Any other information that might assist
us in identifying the record you seek (e.g.,
maiden name, dates of employment, etc.).
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(c) Verification of identity. We will require
proof of your identity, and we reserve the
right to determine whether the proof you sub-
mit is adequate. In general, we will consider
the following to be adequate proof of identity:

Access to Personal Information § 261a.5 8–306

3



(1) If you are a current or former Board
employee, your Board identification card; or
(2) If you are not a current or former
Board employee, either

(i) Two forms of identification, including
one photo identification, or
(ii) A notarized statement attesting to
your identity.

(d) Verification of identity not required. We
will not require verification of identity when
the records you seek are available to any per-
son under the Freedom of Information Act (5
U.S.C. 552).

(e) Request for accounting of previous disclo-
sures. You may request an accounting of pre-
vious disclosures of records pertaining to you
in a system of records as provided in 5 U.S.C.
552a(c).

(f) Requests made by Board employees. Un-
less the Secretary provides and you are noti-
fied otherwise, if you are a current or former
Board employee, you also may request access
to your record in a system of records by ap-
pearing in person before or writing directly to
the Board office that maintains the record.
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SECTION 261a.6—Board Procedures for
Responding to Request for Access

(a) Compliance with Freedom of Information
Act. We will handle every request made pur-
suant to section 261a.5 of this part (other than
requests submitted under section 261a.5(f) that
were granted) as a request for information
pursuant to the Freedom of Information Act.
The time limits set forth in paragraph (b) of
this section and the fees specified in section
261a.4 of this part will apply to such requests.

(b) Time for response. We will acknowledge
every request made pursuant to section 261a.5
of this part within 20 business days from re-
ceipt of the request and will, where practi-
cable, respond to each request within that
20–day period. When a full response is not
practicable within the 20-day period, we will
respond as promptly as possible.

(c) Disclosure.
(1) When we disclose information in re-

sponse to your request, except for informa-
tion maintained by the Board’s OIG, we
will make the information available for in-
spection and copying during regular busi-
ness hours at the Board’s Freedom of Infor-
mation Office, or we will mail it to you on
your request. For requests made under para-
graph 261a.5(f), you may request that the
information be provided orally or in person.
(2) When the information to be disclosed is
maintained by the Board’s OIG, the OIG
will make the information available for in-
spection and copying or will mail it to you
on request.
(3) You may bring with you anyone you
choose to see the requested material. All
visitors to the Board’s buildings must com-
ply with the Board’s security procedures.
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(d) Denial of request. If we deny a request
made pursuant to section 261a.5 of this part,
we will tell you the reason(s) for denial and
the procedures for appealing the denial. If a
request made under paragraph 261a.5(f) is de-
nied, in whole or in part, the Board office that
denied your request will simultaneously notify
the Secretary of the Board of its action.
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SECTION 261a.7—Special Procedures
for Medical Records

If you request medical or psychological re-
cords pursuant to section 261a.5, we will dis-
close them directly to you unless the Chief
Privacy Officer, in consultation with the
Board’s physician or Employee Assistance
Program counselor, determines that such dis-
closure could have an adverse effect on you.
If the Chief Privacy Officer makes that deter-
mination, we will provide the information to a
licensed physician or other appropriate repre-
sentative that you designate, who may dis-
close those records to you in a manner he or
she deems appropriate.

8–306 Access to Personal Information § 261a.5

4



8–310
SECTION 261a.8—Request for
Amendment of Record

(a) Procedures for making request.
(1) If you wish to amend a record that per-
tains to you in a system of records, you
may submit the request in writing to the
Secretary of the Board (or to the Inspector
General for records in a system of records
maintained by the OIG) in an envelope
clearly marked ‘‘Privacy Act Amendment
Request.’’
(2) Your request for amendment of a record
must—

(i) identify the system of records con-
taining the record for which amendment
is requested;
(ii) specify the portion of that record re-
quested to be amended; and
(iii) describe the nature of and reasons
for each requested amendment.

(3) We will require you to verify your
identity under the procedures set forth in
section 261a.5(c) of this part, unless you
have already done so in a related request
for access or amendment.

(b) Burden of proof. Your request for amend-
ment of a record must tell us why you believe
the record is not accurate, relevant, timely, or
complete. You have the burden of proof for
demonstrating the appropriateness of the re-
quested amendment, and you must provide
relevant and convincing evidence in support
of your request.
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SECTION 261a.9—Board Review of
Request for Amendment of Record

(a) Time limits. We will acknowledge your re-
quest for amendment of your record within 10
business days after we receive your request.
In the acknowledgment, we may request addi-
tional information necessary for a determina-
tion on the request for amendment. We will
make a determination on a request to amend a
record promptly.

(b) Contents of response to request for
amendment. When we respond to a request for
amendment, we will tell you whether your

request is granted or denied. If we grant your
request, we will take the necessary steps to
amend your record and, when appropriate and
possible, notify prior recipients of the record
of our action. If we deny the request, in
whole or in part, we will tell you—

(1) why we denied the request (or portion
of the request);
(2) that you have a right to appeal; and
(3) how to file an appeal.
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SECTION 261a.10—Appeal of Adverse
Determination of Request for Access or
Amendment

(a) Appeal. You may appeal a denial of a
request made pursuant to section 261a.5 or
section 261a.8 of this part within 10 business
days after we notify you that we denied your
request. Your appeal must—

(1) be made in writing with the words
‘‘PRIVACY ACT APPEAL’’ written promi-
nently on the first page and addressed to
the Secretary of the Board, Board of Gover-
nors of the Federal Reserve System, 20th
Street and Constitution Avenue, N.W.,
Washington, D.C. 20551;
(2) specify the background of the request;
and
(3) provide reasons why you believe the
initial denial is in error.

(b) Determination. We will make a determina-
tion on your appeal within 30 business days
from the date we receive it, unless we extend
the time for good cause.

(1) If we grant your appeal regarding a re-
quest for amendment, we will take the nec-
essary steps to amend your record and,
when appropriate and possible, notify prior
recipients of the record of our action.
(2) If we deny your appeal, we will inform
you of such determination, tell you our rea-
sons for the denial, and tell you about your
rights to file a statement of disagreement
and to have a court review our decision.

(c) Statement of disagreement.
(1) If we deny your appeal regarding a re-
quest for amendment, you may file a con-
cise statement of disagreement with the de-
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nial. We will maintain your statement with
the record you sought to amend and any
disclosure of the record will include a copy
of your statement of disagreement.
(2) When practicable and appropriate, we
will provide a copy of the statement of
disagreement to any prior recipients of the
record.

8–310.3
SUBPART C—DISCLOSURE OF
RECORDS

SECTION 261a.11—Restrictions on
Disclosure

We will not disclose any record about you
contained in a system of records to any per-
son or agency without your prior written con-
sent unless the disclosure is authorized by 5
U.S.C. 552a(b).

8–310.4
SECTION 261a.12—Exempt Records

(a) Information compiled for civil action. This
regulation does not permit you to have access
to any information compiled in reasonable an-
ticipation of a civil action or proceeding.

(b) Law enforcement information. Pursuant to
5 U.S.C. 552a(k)(2), we have determined that
it is necessary to exempt the systems of re-
cords listed below from the requirements of
the Privacy Act concerning access to records,
accounting of disclosures of records, mainte-
nance of only relevant and necessary informa-
tion in files, and certain publication provi-
sions, respectively, 5 U.S.C. 552a(c)(3), (d),
(e)(1), (e)(4)(G), (H) and (I), and (f), and sec-
tions 261a.5, 261a.7, and 261a.8 of this part.
The exemption applies only to the extent that
a system of records contains investigatory ma-
terials compiled for law enforcement purposes.

(1) BGFRS–1 Recruiting and Placement
Records
(2) BGFRS–2 Personnel Security Systems
(3) BGFRS–4 General Personnel Records
(4) BGFRS–5 EEO Discrimination Com-
plaint File
(5) BGFRS–18 Consumer Complaint Infor-
mation

(6) BGFRS–21 Supervisory Enforcement
Actions and Special Examinations Tracking
System
(7) BGFRS–31 Protective Information Sys-
tem
(8) BGFRS–32 Visitor Registration System
(9) BGFRS–36 Federal Reserve Application
Name Check System
(10) BGFRS–37 Electronic Applications
(11) BGFRS–43 Security Sharing Platform
(12) BGFRS/OIG–1 OIG Investigative Re-
cords

(c) Confidential references. Pursuant to 5
U.S.C. 552a(k)(5), we have determined that it
is necessary to exempt the systems of records
listed below from the requirements of the Pri-
vacy Act concerning access to records, ac-
counting of disclosures of records, mainte-
nance of only relevant and necessary
information in files, and certain publication
provisions, respectively, 5 U.S.C. 552a(c)(3),
(d), (e)(1), (e)(4)(G), (H) and (I), and (f), and
sections 261a.5, 261a.7, and 261a.8 of this
part. The exemption applies only to the extent
that a system of records contains investigatory
material compiled to determine an individual’s
suitability, eligibility, and qualifications for
Board employment or access to classified in-
formation, and the disclosure of such material
would reveal the identity of a source who
furnished information to the Board under a
promise of confidentiality.

(1) BGFRS–1 Recruiting and Placement
Records
(2) BGFRS–2 Personnel Security Systems
(3) BGFRS–4 General Personnel Records
(4) BGFRS–10 General Files on Board
Members
(5) BGFRS–11 Official General Files
(6) BGFRS–13 Federal Reserve System
Bank Supervision Staff Qualifications
(7) BGFRS–14 General File on Federal Re-
serve Bank and Branch Directors
(8) BGFRS–25 Multi-Rater Feedback Re-
cords
(9) BGFRS/OIG–1 OIG Investigative Re-
cords
(10) BGFRS/OIG–2 OIG Personnel Re-
cords

(d) Criminal law enforcement information.
Pursuant to 5 U.S.C. 552a(j)(2), we have de-
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termined that the OIG Investigative Records
(BGFRS/OIG–1) are exempt from the Privacy
Act, except the provisions regarding disclo-
sure, the requirement to keep an accounting,
certain publication requirements, certain re-
quirements regarding the proper maintenance

of systems of records, and the criminal penal-
ties for violation of the Privacy Act, respec-
tively, 5 U.S.C. 552a(b), (c)(1), and (2),
(e)(4)(A) through (F), (e)(6), (e)(7), (e)(9),
(e)(10), (e)(11) and (i).
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